Blockchain technology and the General Data Protection Regulation (GDPR) have both received considerable media attention. The GDPR was created against a backdrop of centralized data processing and does not take decentralized approaches such as blockchain into account. Accordingly, blockchain protocols and implementations pose significant challenges to the application of the GDPR. Notwithstanding, blockchain technology can also be seen as a means of data protection.

This three-part essay explores the application of the GDPR to blockchain-based data processing. Part one deals with the question of determining the data controller in blockchain systems because numerous responsibilities rest upon the data controller under the GDPR. This regulation is based on the assumption that there is always a data controller behind any processing of personal data. However, the data protection concept of ‘control’ does not accord with very notion of decentralized data processing.

I. Introduction

1. Blockchain basics

A blockchain is an open ledger that can record transactions between two parties in a verifiable and permanent way. The ledger is not stored on a central server, but distributed among the participating nodes. The nodes form a peer-to-peer network. A continuously growing list of blocks are linked and secured using cryptography. Each block stores the hash value of the previous block, a timestamp and transaction data. The miners generate hash values for individual blocks by solving complex mathematical problems.
Blockchains rely on asymmetric cryptography. The private key of a participant is used to sign a transaction whereas the public key serves to confirm the signature.\(^4\)

According to Don Tapscott blockchains have the potential to revolutionize the world economy.\(^5\) Use cases have been identified in the following sectors: banking, fintech, insurance, Internet of things (IoT), data security, energy, e-government, mobility and legal tech.\(^6\) Blockchains can form the basis of cryptocurrencies, machine-to-machine (M2M) communication, decentralized autonomous organizations (DAO) and smart contracts.\(^7\)

2. Types of blockchain

The term 'blockchain' can be used to describe various technological approaches.\(^8\) There is a difference between public and private blockchains. In a public blockchain scenario, the access to the network and to reading transaction data is not restricted.\(^9\) In contrast, the participation in a private blockchain requires prior authorization.\(^10\) There is also a difference between permissionless and permissioned blockchains. Each node may confirm transactions in a permissionless blockchain context\(^11\), even though the mining process requires significant computational resources. In a permissioned blockchain environment only authorized nodes may undertake the mining process.

The blockchain underlying the Bitcoin network is public and permissionless.\(^12\) Anybody can download the client software, gain access to the network and verify transactions. Private and permissioned blockchains are popular among banks and insurance companies, but here the original blockchain idea has been adapted towards the specific needs of these financial sectors.\(^13\) For example, their blockchains, such as the private and permissioned R3 Corda network, do not implement the idea of radical transparency.
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II. The General Data Protection Regulation

The General Data Protection Regulation (GDPR) has, just like blockchain, received considerable media attention. There is, however, hardly any innovative potential in this regulation, which is based on recycled concepts of data protection law. Thomas Hoeren, a professor of law at the University of Münster and a former Court of Appeal Judge, has described the GDPR ‘as one of the worst laws in the history of the 21st century’. Companies and organizations see the new regulation as little more than a cumbersome compliance issue which has to be dealt with in order to avoid drastic fines.

Recital 15 par. 1 GDPR declares that it takes a technology-neutral approach towards data protection. Accordingly, the regulations are the same for social networks, cloud storage providers, online retailers and blockchain-based implementations. This is because the GDPR was created against a backdrop of centralized data processing, with the result that it does not take decentralized technologies into account. This failure to pay attention to the complexities of technological applications results in several problems for the practical application of the GDPR, and in particular, to blockchain-based data processing. In fact, the new regulation is not ‘technology neutral.’ Rather, it places decentralized data processing at a competitive disadvantage.

III. Personal data on a blockchain

The General Data Protection Regulation lays down rules relating to the protection of natural persons with regard to the processing of personal data, as well as rules relating to the free movement of personal data (art. 1 par. 1). This means that the applicability of data protection law is based on the involvement of personal data. Yet what is ‘personal data?’ The GDPR defines it as any information relating to an identified or identifiable natural person (art. 4 no. 1). However, there has been much debate over the putative ‘identifiability’ of a natural person behind certain data. This ‘identifiability’ should nevertheless be assumed as long as it cannot be excluded with certainty. Accordingly,
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name, email address, telephone number, IP-address, and so forth, all qualify as personal data.

This leads to the question as to whether the data that is processed by blockchain networks can be considered personal data. As the administrator of a private blockchain grants access to the network, his or her position is similar to that of an Internet service provider. The administrator can easily link a public key to a specific natural person, meaning that the participants of a private blockchain are easily identifiable. According to art. 4 no. 1 GDPR, therefore, data which is processed by private blockchains qualifies as personal data.

A public blockchain, however, does not store information such as names or addresses. Rather, it keeps a record of hash values, public keys and other transaction data. The stored information is usually sufficient to identify the blockchain participant with the help of data analytics tools. The identification of the blockchain user is even simpler if he or she reveals the public key when using a cryptocurrency marketplace or wallet. It is recommended, therefore, that participants use a different public key for each transaction, although it is still possible to identify the user behind each of the various public keys. Hence, public blockchains do in fact process personal data in accordance with art. 4 no. 1 GDPR.

IV. Data controllership

1. The role of the data controller

According to art. 4 no. 7 GDPR, the ‘controller’ is the natural or legal person, public authority, agency or other body, which alone or jointly with others, determines the purposes and means of the processing of personal data. Where two or more controllers jointly determine the purposes and means of processing they shall be considered ‘joint controllers’ (Art. 26 par. 1 GDPR). Art. 4 GDPR also defines the ‘processor’ and the ‘data subject’. The ‘processor’ is a natural or legal person, public authority, agency or other body which processes personal data on behalf of the controller (Art. 4 no. 8 GDPR). The ‘data subject’ is an identified or identifiable natural person whose personal data is being processed (Art. 4 no. 1 GDPR).
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Art. 5 par. 2 GDPR assigns ‘accountability’ to the data controller. In addition, the data subject must exercise his or her rights mainly vis-à-vis the controller. For example, according to art. 16 GDPR, the data subject shall have the right to obtain from the controller without undue delay the rectification of inaccurate personal data concerning him or her (‘right to rectification’). Art. 17 par. 1 GDPR states that the data subject shall have the right to obtain from the controller the erasure of personal data concerning him or her without undue delay under certain circumstances (‘right to erasure’).

2. Centralized data processing & the data controller

Art. 4 GDPR defines very precisely the different players involved in data processing. These definitions are based on the centralized data processing model. For example, if a consumer buys a product online, then he or she will provide the online retailer with personal data, such as name, email address, and bank details. The consumer might also consent to the processing of his or her personal data for one or more specific purposes (art. 6 no. 1 (a) GDPR). The consumer may not read the declaration of consent, but simply accept it by ticking the appropriate box. This means that the consumer may not necessarily know in greater detail in what ways, and for which purposes, his or her personal data will be processed by the online retailer. In this example, the online retailer is the controller and the customer is the data subject. Yet there may also be data processors who process the consumer’s personal data on behalf of the online retailer.

3. Blockchain systems & the data controller

The definition of the data controller, according to art. 4 no. 7 GDPR, is, however, more difficult to apply to the storage and processing of personal data by blockchain technology because it is decentralized. In a decentralized blockchain environment, there is no single person or organization that determines single-handedly the purpose and means of the processing of personal data. Yet data privacy law is based on the assumption that there is always a data controller behind any processing of personal data (rec. 79 GDPR). In order to properly determine the data controller, it is necessary to consider the different players within the particular blockchain application, as well as its specific characteristics.
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a. Public/permissionless blockchains

aa. Software developers

With the release of the software code, the developer of a public/permissionless blockchain effectively relinquishes control of the purposes and means of the processing of personal data.\(^\text{28}\) Similar to other programmers, blockchain developers only supply a means for the processing of personal data, even though occasionally they play an important role in the further technical advancement of the blockchain.\(^\text{29}\) Nonetheless, solving technical problems is not considered as a determination of the purposes and means of the processing of personal data by the blockchain system.\(^\text{30}\) The developers of blockchain protocols or implementations are therefore not data controllers under the GDPR.

bb. Miners

Miners, on the other hand, make a major contribution to the functioning of the blockchain network by confirming transactions.\(^\text{31}\) These stakeholders cannot, however, influence the transaction data within the individual blocks. If a miner tried to manipulate transactions, the false data would be rejected by the other miners.\(^\text{32}\) A group of miners which combine more than fifty percent of the computational power of the network would technically be in a position to control the transactions on the blockchain, although mining pools try not to reach such a share of computing power.\(^\text{33}\) In general, therefore, miners do not determine the purposes and means of the processing of personal data in a blockchain system. Rather, they are confined to the role which has been assigned to them in the blockchain protocol. Under the GDPR, therefore, miners are not data controllers.

cc. Nodes

A node is a computer which has installed a software that runs the blockchain protocol. If the node does not adhere to the rules of the protocol, it will be ignored by the rest of the network.\(^\text{34}\) Accordingly, a single node is not in a position to determine the purposes and means of the processing of personal data on the blockchain. By contrast, the entire group of nodes would be in full control of the blockchain network and the processing of personal data.

data. This raises the question of joint controllership according to art. 26 GDPR, which requires a joint agreement on the processing of personal data. Such agreements do not exist, however, in a public/permissionless blockchain system. Neither a single node nor the entire group of nodes can therefore be considered as a data controller under the GDPR.

dd. Participants

A participant running a node interacts directly with the public/permissionless blockchain. He or she decides single-handedly on the exact amount of cryptocurrency that will be sent from his or her public key to the receiver's public key. The transaction data will be stored on the blockchain and cannot be erased afterwards. Therefore, one may consider blockchain participants as data controllers. Such a view is oblivious, however, to the decentralized nature of public/permissionless blockchains. There is no single point of control in these blockchains. It would therefore be inappropriate and impractical to assign the burden of data controllership to a single blockchain player. The assumption that there must always be a data controller behind any processing of personal data is unfounded, because 'control' is decentralized in a public/permissionless blockchain. Blockchain participants should not be considered as data controllers under the GDPR, even though this view might not necessarily be shared by supervisory authorities.

ee. Exchanges and wallets

Users of cryptocurrencies may take advantage of exchanges or wallets. An exchange is a website which handles the trading of cryptocurrency to fiat money or other cryptocurrencies. A wallet site is a service that allows users to store their cryptocurrencies. In both cases, the interaction between the user and the blockchain network takes place via the service provider. The provider assumes control over the execution of transactions and/or the storage of cryptocurrencies belonging to the user. Exchanges and wallets, therefore, determine the purposes and means of the processing of personal data. According to art. 4 no. 7 GDPR, they are data controllers vis-à-vis the user of their services.
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b. Private/permissioned blockchains

The data controller is much easier to determine in private/permissioned blockchains. The administrator of this kind of blockchain grants access to the network,\(^{40}\) and as such, determines the purposes and means of the processing of personal data on the blockchain.\(^{41}\) For example, in the sense of art. 26 GDPR, if a group of banks sets up a private/permissioned blockchain, the various banks will be joint controllers.

Nodes and miners are generally considered as data processors.\(^{42}\) However, the assessment depends on the characteristics of the actual private/permissioned blockchain.

5. Findings

The question of determining the data controller in a blockchain system is subject to an ongoing discussion. To answer this question, the various types of blockchain and their characteristics must be taken into account. As I have shown, determining the data controller in a public/permissionless blockchain system is more difficult than in a private/permissioned environment. However, companies and commercial organizations are most likely to rely on private/permissioned blockchains. Stakeholders in these companies should therefore stay informed about future developments in the application of the GDPR to the processing of personal data by blockchain systems.
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